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Permitted Use Policy
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I. Purpose

This Policy describes the specific purposes for accessing or receiving Data from Health Current, Arizona’s statewide health information exchange (HIE), which constitute “Permitted Use” of the Data. The Health Current Participation Agreement defines “Permitted Use” to include treatment, care coordination, case or care management, transition of care planning, and other purposes approved by the Health Current Board of Directors that are permitted by Applicable Law. All approved purposes are set out in the use cases described in this Policy, as may be amended from time to time.

This Policy also describes access restrictions on certain types of data that is submitted to the HIE, including Part 2 Data and Claims Data. Because Genetic Information does not flow to the HIE, this Policy does not describe restrictions that apply to access to Genetic Information.

II. Definitions

Unless otherwise defined in this Policy, all capitalized terms in this Policy will have the same meaning as provided under HIPAA or in the Health Current Participation Agreement, both as amended from time to time.

Applicable Law means federal, state and local statutes and regulations that are applicable to Health Current, Participants, Authorized Recipients, or other individuals who access Data through the HIE.

Authorized Recipient(s) means a person or entity that has a HIPAA Authorization to access Data of the individual who is the subject of the HIPAA Authorization.

Business Associate means a person or entity that has signed a HIPAA Business Associate Agreement with a Participant, and who is accessing Data through Health Current to provide services to, or on behalf of, the Participant.

Data means any information transmitted to Health Current by Data Suppliers, including but not limited to Protected Health Information (PHI).

Data Supplier means an entity that makes Data available for access through Health Current and has entered into a Participation Agreement.

De-identified Data means Data that complies with the HIPAA de-identification standards at 45 C.F.R. § 164.514.

DOJ means the United States Department of Justice.

Claims Data means those standard transactions between two parties to carry out financial or
administrative activities related to healthcare, including bills sent by healthcare providers to a health plan to request payment for medical services and payment of such bills by a health plan. Claims Data consists of two components: (1) clinical data; and (2) financial data. For purposes of this Policy, the restrictions on Claims Data apply to the financial data component only.

FTC means the Federal Trade Commission.

Genetic Information includes, but is not limited to, an individual’s genetic tests; the genetic tests of family members of the individual, including any fetus carried and embryo legally held for utilization in assisted reproductive technology; the manifestation of a disease or disorder in family members of such individual; any request for, or receipt of, genetic services, or participation in clinical research which includes genetic services, by the individual or any family member of the individual. Genetic tests include, but are not limited to, analysis of DNA, gene products or chromosomes that indicates a propensity for or susceptibility to illness, disease, impairment or other disorders, whether physical or mental, or that demonstrates genetic or chromosomal damage due to environmental factors, or carrier status for a disease or disorder. Genetic Information excludes information about the sex or age of any individual.

Healthcare Provider includes hospitals, physicians and physician practices, behavioral health clinics, clinical laboratories, nursing homes, ambulatory surgical centers, home health agencies, hospice programs, outpatient rehabilitation facilities, imaging facilities, and pharmacies. Health Current may determine that other types of entities or persons meet the definition of a Healthcare Provider.

Health Plan includes health insurance companies regulated by the Department of Insurance, health maintenance organizations (HMOs), Medicaid (AHCCCS) plans, and group health plans that are offered to individuals through their employers. Health Current may determine that other types of entities meet the definition of Health Plan.

HIPAA means the Health Insurance Portability and Accountability Act and its implementing regulations, all as amended from time to time.

HIPAA Authorization means a form that meets the requirements of an authorization set forth in the HIPAA regulations at 45 C.F.R. § 164.508.

Part 2 Consent Form means a form that meets the requirements of a consent form under the federal Confidentiality of Substance Use Disorder Patient Records regulations at 42 C.F.R. Part 2.

Part 2 Data means information protected by the federal Confidentiality of Substance Use Disorder Patient Records regulations at 42 C.F.R. Part 2.

Participant means a person or a legal entity that has signed a Health Current Participation Agreement.

Payment means activities defined at 45 C.F.R. § 164.501, including but not limited to activities undertaken by (1) a Health Plan to obtain premiums and/or to determine or fulfill coverage obligations and provisions of benefits under a health plan, and (2) a Healthcare Provider or Health Plan to obtain or provide reimbursement for the provision of healthcare. Payment does
NOT include activities defined as health care operations at 45 C.F.R. § 164.501, such as underwriting or other activities relating to the creation, renewal, or replacement of a contract of health insurance or health benefits.

Permitted Use includes the use cases as set forth below. Unless a Permitted Use is required by law or as required by subpoena, a Permitted Use is subject to an individual’s right under Applicable Law to opt out of permitting access to his/her Data in the HIE.

Population Health means population-based activities relating to improving health or reducing healthcare costs, including (but not limited to) defining a population, identifying care gaps, stratifying risks, engaging patients, managing care, and measuring outcomes.iii

Treatment means the provision, coordination, or management of healthcare and related services by one or more Healthcare Providers, including the coordination or management of healthcare by a Healthcare Provider with a third party; consultation between Healthcare Providers relating to a patient; or the referral of a patient for healthcare from one Healthcare Provider to another.iv

III. Healthcare Provider Use Cases

This Section outlines the permissible purposes for access to Data by Healthcare Providers who are Participants in Health Current, or by Business Associates who are providing services to, or on behalf of, such Healthcare Providers, as permitted by Applicable Law.

A. Treatment, Care Coordination, Care or Case Management, and Transition of Care Planning

Permitted Use: Healthcare Providers that are Participants, or Business Associates on behalf of such Healthcare Providers, may access Data for Treatment, care coordination, care or case management, and transition of care planning purposes.

Individuals for Whom Data May Be Accessed: Access is permitted for Data of individuals who are (i) current patients of the Healthcare Provider, (ii) prospective patients with whom the Healthcare Provider is expected to establish a treatment relationship (for example, an individual who is scheduled for an upcoming appointment or who has been assigned to the Healthcare Provider by a Health Plan), and (iii) past patients for whom the Healthcare Provider is transitioning to a new Healthcare Provider. Access is not permitted for Data of individuals who have opted out of the HIE.

Time Period and Types of Data That May Be Accessed: Access is permitted for Data generated during any time period that is relevant to the specific Treatment, care coordination, care or case management, or transition of care planning activities.

Special Restrictions on Part 2 Data:

- Healthcare Providers may access Part 2 Data for emergency Treatment purposes to the extent necessary to meet a bona fide medical emergency in which the individual’s prior consent cannot be obtained, and if they follow Health Current policies or procedures related to documenting the medical emergency.
• Healthcare Providers may access Part 2 Data for non-emergency Treatment purposes only if the individual has signed a Part 2 Consent Form or as otherwise permitted by 42 C.F.R. Part 2, and if they follow the Health Current policies or procedures related to documenting that consent.

Special Restrictions on Claims Data (financial data component only): Health Current will restrict Healthcare Providers’ access to the financial data component of Claims Data of other Data Suppliers consistent with federal antitrust policy established by the DOJ and FTC in the Statements of Antitrust Enforcement Policy in Health Care (Aug. 1996), as amended from time to time.

B. Population Health

Permitted Use: Healthcare Providers that are Participants, or Business Associates on behalf of such Healthcare Providers, may access Data for Population Health purposes.

Individuals for Whom Data May Be Accessed: Access is permitted for Data of individuals who are current patients of the Healthcare Provider. Data about individuals who are past patients of the Healthcare Provider will be provided only with approval under standards or procedures approved by the Health Current Data Governance Council or the Health Current Board of Directors. Access is not permitted for Data of individuals who have opted out of the HIE.

Time Period and Types of Data That May Be Accessed: To comply with the minimum necessary standard, the Healthcare Provider or its Business Associate will limit its request to only the PHI needed for the particular Population Health project, and which is generated during the 36 months prior to the request. The Healthcare Provider or its Business Associate will comply with procedures approved by the Health Current Data Governance Council or the Health Current Board of Directors to implement the HIPAA minimum necessary standard.

Special Restrictions on Part 2 Data: Healthcare Providers may access Part 2 Data for Population Health purposes only if the individual has signed a Part 2 Consent Form or as otherwise permitted by 42 C.F.R. Part 2, and the Healthcare Provider follows the Health Current policies or procedures related to documenting that consent.

Special Restrictions on Claims Data (financial data component only): Health Current will restrict Healthcare Providers’ access to the financial data component of Claims Data of other Data Suppliers consistent with federal antitrust policy established by the DOJ and FTC in the Statements of Antitrust Enforcement Policy in Health Care (Aug. 1996), as amended from time to time.

C. Payment

Permitted Use: Healthcare Providers that are Participants, or Business Associates on behalf of such Healthcare Providers, may access Data for Payment purposes, except that Data may NOT be accessed for the purpose of disclosing Data to consumer reporting agencies.

Individuals for Whom Data May Be Accessed: Access is permitted for Data of individuals who are (i) current patients of the Healthcare Provider, (ii) prospective patients of the Healthcare Provider with whom the Healthcare Provider is expected to establish a treatment relationship, and (iii) past
patients of the Healthcare Provider that have an outstanding payment obligation to the Healthcare Provider. Access is not permitted for Data of individuals who have opted out of the HIE.

**Time Period and Types of Data That May Be Accessed:** To comply with the minimum necessary standard, the Healthcare Provider or its Business Associate will limit its request to only the PHI needed for the Healthcare Provider to obtain reimbursement for the healthcare services provided, and which is generated during the 13 months prior to the request. The Healthcare Provider or its Business Associate will comply with procedures approved by the Health Current Data Governance Council or the Health Current Board of Directors to implement the HIPAA minimum necessary standard.

**Special Restrictions on Part 2 Data:** Healthcare Providers may access Part 2 Data for Payment purposes only if the individual has signed a Part 2 Consent Form or as otherwise permitted by 42 C.F.R. Part 2, and the Healthcare Provider follows the Health Current policies or procedures related to documenting that consent.

**Special Restrictions on Claims Data (financial data component only):** Health Current will restrict Healthcare Providers’ access to the financial data component of Claims Data of other Data Suppliers consistent with federal antitrust policy established by the DOJ and FTC in the *Statements of Antitrust Enforcement Policy in Health Care* (Aug. 1996), as amended from time to time.

**D. Limited Healthcare Operations Activities: Conducting Quality Assessment and Improvement Activities; Developing Clinical Guidelines and Protocols; and Conducting Patient Safety Activities**

**Permitted Use:** Healthcare Providers that are Participants, or Business Associates on behalf of such Healthcare Providers, may access Data for the following limited healthcare operations activities: (i) conducting quality assessment and improvement activities; (ii) developing clinical guidelines and protocols; and (iii) conducting patient safety activities.

**Individuals for Whom Data May Be Accessed:** Access is permitted for Data of individuals who are current or past patients of the Healthcare Provider. Access is not permitted for Data of individuals who have opted out of the HIE.

**Time Period and Types of Data That May Be Accessed:** To comply with the minimum necessary standard, the Healthcare Provider or its Business Associate will limit its request to only the PHI needed for the Healthcare Provider to conduct the limited healthcare operations activities described in this Section, and which is generated during the 13 months prior to the request. The Healthcare Provider or its Business Associate will comply with procedures approved by the Health Current Data Governance Council or the Health Current Board of Directors to implement the HIPAA minimum necessary standard.

**Special Restrictions on Part 2 Data:** Healthcare Providers may access Part 2 Data for the limited health care operations activities described in this Section only if the individual has signed a Part 2 Consent Form or as otherwise permitted by 42 C.F.R. Part 2, and the Healthcare Provider follows the Health Current policies or procedures related to documenting that consent.
Special Restrictions on Claims Data (financial data component only): Health Current will restrict Healthcare Providers’ access to the financial data component of Claims Data of other Data Suppliers consistent with federal antitrust policy established by the DOJ and FTC in the *Statements of Antitrust Enforcement Policy in Health Care* (Aug. 1996), as amended from time to time.

IV. Health Plan Use Cases

This Section outlines the permissible purposes for access to Data by Health Plans that are Participants in Health Current, or by Business Associates who are providing services to, or on behalf of, such Health Plans, as permitted by Applicable Law.

A. Care Coordination, Care or Case Management, and Transition of Care Planning

**Permitted Use:** Health Plans that are Participants, or Business Associates on behalf of such Health Plans, may access Data for care coordination, care or case management, and transition of care planning purposes.

**Individuals for Whom Data May Be Accessed:** Access is permitted for Data of current members enrolled with the Health Plan and for past members whom the Health Plan is transitioning to a new Health Plan. Access is not permitted for Data of individuals who have opted out of the HIE.

**Time Period and Types of Data That May Be Accessed:** To comply with the minimum necessary standard, the Health Plan or its Business Associate will limit its request to only the PHI relevant to care coordination, care or case management, or transition of care planning, and which is generated during the 36 months prior to the request. The Health Plan or its Business Associate will comply with procedures approved by the Health Current Data Governance Council or the Health Current Board of Directors to implement the HIPAA minimum necessary standard.

**Special Restrictions on Part 2 Data:** Health Plans may access Part 2 Data for care coordination, care or case management, and transition of care planning only if the individual has signed a Part 2 Consent Form or as otherwise permitted by 42 C.F.R. Part 2, and the Health Plan follows the Health Current policies or procedures related to documenting that consent.

**Special Restrictions on Claims Data (financial data component only):** Health Current will restrict Health Plans’ access to the financial data component of Claims Data of other Data Suppliers consistent with federal antitrust policy established by the DOJ and FTC in the *Statements of Antitrust Enforcement Policy in Health Care* (Aug. 1996), as amended from time to time.

B. Population Health

**Permitted Use:** Health Plans that are Participants, or Business Associates on behalf of such Health Plans, may access Data for Population Health purposes.

**Individuals for Whom Data May Be Accessed:** Access is permitted for Data of individuals who are current members of the Health Plan. Data about individuals who are past members of the Health Plan will be provided only with approval under standards or procedures approved by the Health
Current Data Governance Council or the Health Current Board of Directors. Access is not permitted for Data of individuals who have opted out of the HIE.

**Time Period and Types of Data That May Be Accessed:** To comply with the minimum necessary standard, the Health Plan or its Business Associate will limit its request to only the PHI needed for the particular Population Health project, and which is generated during the 36 months prior to the request. The Health Plan or its Business Associate will comply with procedures approved by the Health Current Data Governance Council or the Health Current Board of Directors to implement the HIPAA minimum necessary standard.

**Special Restrictions on Part 2 Data:** Health Plans may access Part 2 Data for Population Health Purposes only if the individual has signed a Part 2 Consent Form or as otherwise permitted by 42 C.F.R. Part 2, and the Health Plan follows the Health Current policies or procedures related to documenting that consent.

**Special Restrictions on Claims Data (financial data component only):** Health Current will restrict Health Plans’ access to the financial data component of Claims Data of other Data Suppliers consistent with federal antitrust policy established by the DOJ and FTC in the Statements of Antitrust Enforcement Policy in Health Care (Aug. 1996), as amended from time to time.

**C. Payment**

**Permitted Use:** Health Plans that are Participants, or Business Associates on behalf of such Health Plans, may access Data for Payment purposes, except that Data may **NOT** be accessed for the purpose of disclosing Data to consumer reporting agencies.

**Individuals for Whom Data May Be Accessed:** Access is permitted for Data of individuals who are (i) current members enrolled with the Health Plan, (ii) prospective members seeking to enroll with a Health Plan, and (iii) past members for whom the Health Plan is transitioning to a new Health Plan or with whom the Health Plan is continuing to resolve a Payment issue. Access is not permitted for Data of individuals who have opted out of the HIE.

**Time Period and Types of Data That May Be Accessed:** To comply with the minimum necessary standard, the Health Plan or its Business Associate will limit its request to only the PHI needed by the Health Plan for Payment purposes, and which is generated during the 13 months prior to the request. The Health Plan or its Business Associate will comply with procedures approved by the Health Current Data Governance Council or the Health Current Board of Directors to implement the HIPAA minimum necessary standard.

**Special Restrictions on Part 2 Data:** Health Plans may access Part 2 Data for Payment purposes only if the individual has signed a Part 2 Consent Form or as otherwise permitted by 42 C.F.R. Part 2, and the Health Plan follows the Health Current policies or procedures related to documenting that consent.

**Special Restrictions on Claims Data (financial data component only):** Health Current will restrict Health Plans’ access to the financial data component of Claims Data of other Data Suppliers consistent with federal antitrust policy established by the DOJ and FTC in the Statements of Antitrust Enforcement Policy in Health Care (Aug. 1996), as amended from time to time.
D. **Limited Healthcare Operations Activities: Conducting Quality Assessment and Improvement Activities; Developing Clinical Guidelines and Protocols; and Conducting Patient Safety Activities**

**Permitted Use:** Health Plans that are Participants, or Business Associates on behalf of such Health Plans, may access Data for the following limited healthcare operations activities: (i) conducting quality assessment and improvement activities; (ii) developing clinical guidelines and protocols; and (iii) conducting patient safety activities.

**Individuals for Whom Data May Be Accessed:** Access is permitted for Data of individuals who are current or past members of the Health Plan. Access is not permitted for Data of individuals who have opted out of the HIE.

**Time Period and Types of Data That May Be Accessed:** To comply with the minimum necessary standard, the Health Plan or its Business Associate will limit its request to only the PHI needed for the Health Plan to conduct the limited healthcare operations activities described in this Section, and which is generated during the 13 months prior to the request. The Health Plan or its Business Associate will comply with procedures approved by the Health Current Data Governance Council or the Health Current Board of Directors to implement the HIPAA minimum necessary standard.

**Special Restrictions on Part 2 Data:** Health Plans may access Part 2 Data for the limited health care operations activities described in this Section only if the individual has signed a Part 2 Consent Form or as otherwise permitted by 42 C.F.R. Part 2, and the Health Plan follows the Health Current policies or procedures related to documenting that consent.

**Special Restrictions on Claims Data (financial data component only):** Health Current will restrict Health Plans’ access to the financial data component of Claims Data of other Data Suppliers consistent with federal antitrust policy established by the DOJ and FTC in the *Statements of Antitrust Enforcement Policy in Health Care* (Aug. 1996), as amended from time to time.

V. **Authorized Recipients**

This Section outlines the permissible access to Data by Authorized Recipients.

**Permitted Use:** Authorized Recipients may access the Data described in the HIPAA Authorization.

**Individuals for Whom Data May Be Accessed:** Access is permitted for Data of the individual who is the subject of the HIPAA Authorization only. Access is not permitted for Data of that individual if that individual has opted out, unless the form used expressly states that the individual is changing his or her previous decision to opt out.

**Time Period and Types of Data That May Be Accessed:** Access is limited to the Data described in the HIPAA Authorization, including any date restrictions on the Data. To release HIV information, the HIPAA Authorization must specifically indicate that one of its purposes is to release HIV information. If the Data is not date restricted, access is permitted to the Data described in the
HIPAA Authorization generated during any time period relevant to the purposes described in the HIPAA Authorization.

Expiration of Access: Access to the Data described in the HIPAA Authorization expires upon the expiration date on the HIPAA Authorization. If the HIPAA Authorization contains an expiration event, rather than an expiration date, the Authorized Recipient may receive access only one time, unless the Authorized Recipient demonstrates that the expiration event has not passed.

Special Restrictions on Part 2 Data: Authorized Recipients may access Part 2 Data only if the individual has signed a Part 2 Consent Form or as otherwise permitted by 42 C.F.R. Part 2.

VI. Health Current Use Cases

Permitted Uses: Health Current may not use or disclose Data in a manner prohibited by federal or state law. Health Current may access Data for the following purposes, as permitted by Applicable Law:

- As required by law;
- As required by a subpoena and, if applicable, in accordance with A.R.S. § 36-3808;
- As necessary to perform services under the Participation Agreement and to assist Participants (and Participants’ Business Associates) in the Permitted Uses;
- As directed in writing by the Data Supplier that provided the Data;
- To provide access to an individual in accordance with A.R.S. § 36-3802;
- To provide services to Healthcare Providers participating in the Practice Innovation Institute, including (but not limited to) reporting required in contracts or grants;
- To conduct Population Health activities;
- To conduct public health reporting, including (but not limited to) reporting of immunization data to the State of Arizona Immunization Registry;
- To create De-Identified Data to be used for purposes other than Research; and
- For Health Current’s own management and administration or to carry out its legal responsibilities, including but not limited to audit, legal defense and liability, record keeping, and similar obligations.

Individuals for Whom Data May Be Accessed: Health Current may access Data of individuals whose information is relevant to the activities and services listed above. Health Current may not disclose Data of individuals who have opted out of the HIE for these purposes, except as required by law or as required by a subpoena, or to conduct mandatory public health reporting.

Time Period and Types of Data That May Be Accessed: To comply with the minimum necessary standard, access is limited to only the PHI needed for the particular purpose. Health Current will determine the minimum PHI needed for each particular project consistent with the procedures approved by the Health Current Data Governance Council or the Health Current Board of Directors to implement the HIPAA minimum necessary standard.
Special Restrictions on Part 2 Data: For the use of Part 2 Data for Permitted Uses in this Section, Health Current will obtain approval of the Health Current Data Governance Council to use Part 2 Data for the particular purpose.

Special Restrictions on Claims Data (financial data component only): When using the financial data component of Claims Data to assist Participants and their Business Associates as described in this Section (including providing services in connection with the Practice Innovation Institute), Health Current will restrict Participants’ and their Business Associates’ access to the financial data component of Claims Data of other Data Suppliers consistent with federal antitrust policy established by the DOJ and FTC in the Statements of Antitrust Enforcement Policy in Health Care (Aug. 1996), as amended from time to time.

VII. Process for Approval of New Use Cases

To make any future adjustments to this Policy, the following process will be followed:

- Health Current or any Participant in Health Current may propose a new use case for consideration by the Health Current Data Governance Council. The proposal should set forth specific details regarding:
  - The purpose of the new use case;
  - Which category of Participants or Health Current is proposed to have access to Data under the new use case;
  - A description of the individuals for whom Data may be accessed;
  - The types of Data that may be accessed for the use case; and
  - The time period for which Data may be accessed (e.g., “Data created during the 36 months prior to the request”), or other criteria to be used to implement the HIPAA minimum necessary standard.

- The Health Current Data Governance Council will review new proposed use cases. The Council will issue a schedule for consideration of new use cases that will be made available to all Participants from time to time.

- If the Health Current Data Governance Council recommends approval of a new use case, it will forward the completed “Permitted Use Approval” checklist, attached as Exhibit A, along with its recommendation to the Health Current Board of Directors for consideration.

- If a new use case is approved by the Health Current Board of Directors and is consistent with Applicable Law, this Policy will be amended to reflect such new use case and notice will be provided to all Participants consistent with the Health Current Participation Agreement.

Version: Board Approved January 31, 2018

---

i “Healthcare” means “care, services, or supplies related to the health of an individual.” 45 C.F.R. § 160.103 (definition of “health care”). It “includes, but is not limited to, the following: (1) Preventive, diagnostic, therapeutic, rehabilitative, maintenance, or palliative care, and counseling, service, assessment, or procedure with respect to the physical or mental condition, or functional status, of an individual or that affects the
structure or function of the body; and (2) Sale or dispensing of a drug, device, equipment, or other item in accordance with a prescription.” *Id.* So, any person or organization that furnishes, bills or is paid for healthcare in the normal course of business is a Healthcare Provider for purposes of this Policy.

\(^{ii}\) See 45 C.F.R. § 160.103, which defines “health plan” to include “an individual or group plan that provides, or pays the cost of, medical care (as defined in section 2791(a)(2) of the [Public Health Service Act], 42 U.S.C. 300gg-91(a)(2)).”

\(^{iii}\) See 45 C.F.R. § 164.501 (definition of “health care operations”); Institute for Health Technology Transformation (iHT2).

\(^{iv}\) See 45 C.F.R. § 164.501.

\(^{v}\) “Patient safety activities” include the following activities “(1) Efforts to improve patient safety and the quality of health care delivery; (2) The collection and analysis of patient safety work product; (3) The development and dissemination of information with respect to improving patient safety, such as recommendations, protocols, or information regarding best practices; (4) The utilization of patient safety work product for the purposes of encouraging a culture of safety and of providing feedback and assistance to effectively minimize patient risk; (5) The maintenance of procedures to preserve confidentiality with respect to patient safety work product; (6) The provision of appropriate security measures with respect to patient safety work product; (7) The utilization of qualified staff; and (8) Activities related to the operation of a patient safety evaluation system and to the provision of feedback to participants in a patient safety evaluation system.” 42 C.F.R. § 3.20 (definition of “patient safety activities”); see also 45 C.F.R. § 165.501 (definition of “health care operations,” which incorporates by reference the definition of “patient safety activities” in 42 C.F.R. § 3.20).

\(^{vi}\) Health Current adopts the definition of “research” at 45 C.F.R. § 164.501, which is “a systematic investigation, including research development, testing, and evaluation, designed to develop or contribute to generalizable knowledge.”
Permitted Use Approval

APPLICABILITY: The Health Current Data Governance Council must complete this checklist before recommending to the Health Current Board a proposed permitted use.

PURPOSE: This form will help Health Current to determine whether approval of a proposed permitted use is appropriate.

Proposed Use Case: ________________________

Description:

Insert full description of use case, including specific examples. Also include a description and examples of activities that do not fit within the permitted use.

Due Diligence (check all that apply):

- **Compliance with Arizona law** (e.g., HIO, Mental Health, Communicable Disease Statutes).
  Notes:

- **Compliance with Federal law** (e.g. HIPAA, 42 C.F.R. Part 2, GINA).
  Notes:

- **Technical Requirements Considered** (e.g. System Capacity, Audit Capabilities).
  Notes:

- **HIPAA Min Necessary Standard Considered**
  Recommendation:

- **Additional Considerations** (e.g. Commercial, Political).
  Notes:

Data Governance Council Recommendation: ________________________